
Respect User Privacy and Data Security:

Ensure that you handle user data with the utmost care and respect for privacy. Follow industry best practices for encryption, storage, and
access controls. Only collect the data necessary for the functionality of your application, and be transparent about how it will be used.

Maintain Transparency and Honesty:

Be open and honest about the capabilities and limitations of the software you develop. Avoid deceptive practices or hidden functionalities
that could potentially harm users or mislead them. Clearly communicate any potential risks associated with using your software.

Prioritize Accessibility and Inclusivity:

Strive to create software that is accessible to all users, regardless of their abilities or disabilities. Follow established accessibility guidelines and
standards, ensuring that your applications are usable by individuals with a diverse range of needs.

Avoid Harmful or Discriminatory Practices:

Do not engage in or support any form of discrimination, bias, or harm through your code or its implementation. Be conscious of potential
biases in algorithms and data sets, and take steps to mitigate them. Advocate for fairness and inclusivity in your development process.

Continuously Update and Maintain Security:

Stay vigilant about security threats and vulnerabilities. Regularly update and patch your software to protect against known risks. Be
proactive in identifying and addressing potential security issues, and be prepared to respond swiftly if a breach occurs.
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